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Abstract:

Regulatory pressures and strong competitiveness, as well as the need to control costs and keep up to date with Information Technologies have turned outsourcing into a basic tool at the disposal of financial entities. Our paper has as its aim to show the peculiarities of Information Technology Outsourcing in the Financial Services Industry, additionally suggesting a decision framework which can help firms minimise risks.
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Introduction

The financial sector can be identified as one of the main agents triggering the economic crisis that we have been suffering around the world since 2008. However, this sector has become one of its most important victims as well. Not even the considerable efforts made by the public sector of different countries to inject liquidity into the credit system with the aim of avoiding its collapse sufficed to prevent many banks, including some with a great reputation and a long tradition, from facing their closure. In other cases, mergers or acquisitions took place between financial entities which sought to join forces for the purpose of mitigating the unstable conditions in the sector.

As a result of the financial crisis, this sector has had to face not only a growing number of regulations imposed by the public authorities, but also the loss of numerous clients who are afraid to lose their investments. The panorama is far from encouraging but, of course, those entities with enough liquidity and a sufficient level of implementation of risk management mechanisms as well as innovative strategies will stand much better chances of retaining their clients’ loyalty and could even become reinforced after the crisis (Battistella, Biotto & De Toni, 2012; Lee, Hwang & Choi, 2012; Özbay, Dincer & Hacioglu, 2011).

Such innovative strategies include the unstoppable modernisation of the financial system and largely depend on its firm commitment to the Information Technology (IT) sector; especially when clients, whether they are private individuals or enterprises, seek access to their accounts 24 hours a day and 365 days a year, real-time information via mobile phones and not only fast but also safe transactions (Bolton, 2008).
Both regulatory pressures, together with the need for modernisation and updating in technological matters, and cost control, which becomes vital within an environment that is not only highly competitive but also hostile, point at Information Technology Outsourcing (ITO) as an essential tool to cope with the challenges with which the financial sector is currently faced (Garcés-Ayerbe, Rivera-Torres, & Murillo-Luna, 2012; Ravi, Jain & Sharma, 2011); hence the focus on the peculiarities of ITO in this sector adopted in the present paper. The framework that we are going to describe now should act as a guiding instrument for those in charge of ITO-related decisions inside financial entities, helping them reduce the risks inherent to those entities to a great extent. Although insurance companies also form part of this sector, the present study is especially focused on the banking sector.

**ITO: Peculiarities in Financial Services**

A wide range of facts and figures confirm the status of IT outsourcing as a growing, increasingly global phenomenon at the beginning of this new millennium. Forrester estimates that the value of the world’s outsourcing market is 120 billion $ per year (Takahashi & Sayer, 2007). 87% of the companies interviewed by KPMG plan to maintain –or increase– their current outsourcing level (ZDNet, 2007). According to a mid-2009 report on the state of IT outsourcing carried out by AMR Research Inc., roughly 80% of enterprises plan to increase their ITO volume or keep it at the same level\(^3\). The most recent reports show that outsourcing will grow even after the end of the financial crisis, since over 20% of the new entrants, that is, firms outsourcing for the first time, did so in 2010 (Jain & Natarajan, 2011). Furthermore, staff numbers in the application development areas of outsourcing firms grew from 2,700 in 2009 to 13,700

in 2010 (Solera, 2011). In short, although the numerical estimates of ITO figures vary from one source to another, no one can deny their magnitude or the expectations for growth in the coming years.

Table 1

| Academic literature on ITO is extensive (Lacity et al., 2010); however, not many research works have focused on the financial sector in general or banking in particular. Table 1 lists some of these works; analysing this table leads us to conclude that, although the financial sector was chosen in many of them for the importance that IT has on this sector, the results obtained are not necessarily exclusive of this economic sector. In fact, those results could most probably be extrapolated to other non-financial firms. Nevertheless, a number of ITO peculiarities which are characteristic of the financial sector deserve to be mentioned. These peculiarities could be summarized in: a) IT importance at financial services; b) ITO suitability for financial services; and c) special ITO issues and risks at financial services.

a) IT importance at financial services

The first ITO contracts in the financial sector date back to the 1980s but this area did not receive much attention from the general public or the academic context until the 1990s, the decade in which IT began to be regarded as a first-rate competitive advantage factor (Gewald, Wüllenweber & Weitzel, 2006). Information-intensive sectors such as banking see Information Technologies (IT) as the “jewel in the crown” because they represent state-of-the-art development and the possibility of business growth, apart from being a symbol of advance and progress (Ang & Straub, 1998).
Information Systems (IS) play a highly relevant role in any financial entity. These systems underpin these organisations, allowing them not only to operate efficiently but also to maintain their competitive advantage (Adeleye, Annansingh & Nunes, 2004). The IT/IS area in any financial entity is closely linked to its business strategy and constitutes an essential part of the firm’s infrastructure. The traditional role assigned to the IT department as a mere service (‘utility’) has now been abandoned; instead, it is seen as a central part of the organisation which makes it possible for the bank to deliver competitive services (Baldwing, Irani & Love, 2001).

Financial entities handle large volumes of information, both in paper and in electronic format (López, 2004); and financial processes can be almost totally digitised, which means that the banking and finance industry is strongly dependent on Information Technologies but has also developed a capacity to process enormous transaction volumes (such as the management of payments and collections), simultaneously permitting the emergence of new financial products and services such as online banking (Gewald, Wüllenweber & Weitzel, 2006).

As information-intensive users, banking offices acquire IT services from a variety of sites, such as their own computer departments or those of their parent bank. Other times they embark upon joint ventures or resort to outsourcing (Ang & Straub, 1998).

b) ITO suitability for financial services

Being based on information, financial services are more easily outsourced than material products (Bradley, Kim, Kim & Lee, 2012). After all, there is no need to coordinate a flow of physical goods together with the information flow. Moreover, numerous
financial business processes are repetitive and involve highly repetitive tasks which can be standardised; therefore, it becomes easier to outsource those tasks (Braun & Winter, 2005). To this must be added that financial entities are forced to face processes involving mergers, takeovers or modifications of their organisational structures during crisis periods, and ITO can provide a good opportunity to consolidate scattered processes or departments; to restructure and reorganise departments, and even to remove some services\(^4\).

Considering what has been said the above, the fact that the banking industry has an enormous potential to benefit from outsourcing worldwide should come as no surprise. After all, the financial sector is the one which has most widely used ITO all over the world (Jain & Natarajan, 2011) and the popularity of outsourcing keeps growing, both in terms of quantity and regarding the variety of outsourced services and activities; so much so that outsourcing has currently become a basic strategy for the survival of financial entities (Ravi, Jain & Sharma, 2011). Among the activities which have already been outsourced for several years in the context of banking stand out payment processing, cheque processing, call centres, Automatic Teller Machines (ATMs) and cash management (Shuaimi, Hussin & Mustaffa, 2007).

Although banks already own a long experience at ITO implementation, they still have not made so much progress in BPO (Business Process Outsourcing), that is, in the outsourcing not only of IT management but also of the business process associated with it (Gewald, 2010). BPO, still considered a great challenge in the banking sector as a

\(^4\) Well-known analysts such as PWC, KPMG or Ernst & Young state that ITO can act as a platform to facilitate the integration of financial entities (Pico, 2011).
whole, can indeed provide an excellent opportunity to achieve sufficiently flexible and efficient organisations (Gewald, Wüllenweber & Weitzel, 2006; Bolton, 2008).

c) Special ITO issues and risks at financial services

As mentioned above, outsourcing presents all firms with important challenges and benefits; financial services face two special issues though. One of them involves concerns about maintaining the privacy of clients’ financial information; the other has to do with the relatively high degree of regulation imposed on these firms (Lopez, 2004). Regarding the first issue, any firm must obviously safeguard the privacy and confidentiality of the data owned by their IS, especially those which have a personal nature. And this obligation becomes even more evident in the case of financial entities which, due to the characteristics of their activity, handle huge volumes of personal data, above all referring to their clients, with which they must be particularly careful. That is why financial entities are among the most strongly regulated organisations in the world. Regulations seek not only to protect depositors, but also to promote healthy banks, to keep a strict watch on banking operations in order to stop financial fraud, and to prevent money laundering as well as the financing of terrorism. In this respect, EU and US regulations force banks to assume full responsibility for every operation even if some of their functions have been outsourced (Isern & Bendixen, 2007).

Entities such as the Committee of European Banking Supervisors (CEBS) on an international level, along with a number of central banks or other entities (Bank of Japan, De Nederlandsche Bank, the Swiss Federal Banking Commission (SFBC), the New York Stock Exchange, etc.) on a national level, have recently established guidelines which are bound to provide useful orientation for outsourcing within the
financial sector, additionally limiting and protecting the outsourced activities (The Joint Forum, 2005). Thanks to ITO, the monitoring of these regulations will partly be transferred from the client (the financial entity) to the service provider (Blaskovich & Mintchik, 2011).

Below can be found a set of principles suggested by The Joint Forum (2005) to financial entities which outsource any of their activities:

1. The financial entity seeking to outsource activities should have in place a comprehensive policy to guide the assessment of whether and how those activities can be appropriately outsourced. The board of directors or an equivalent governing body retains responsibility for the outsourcing policy and the associated overall responsibility for the activities undertaken under that policy.

2. The financial entity should design a comprehensive outsourcing risk management scheme which can address both the outsourced activities and the relationship with the service provider (Sashi, 2012).

3. The financial service should ensure that outsourcing arrangements neither diminish its ability to fulfil its obligations to customers and regulators nor prevent effective supervision by regulators.

4. The financial service should conduct appropriate due diligence when selecting third-party service providers.

5. The financial service should be governed by written contracts that clearly describe every material aspect in the outsourcing arrangement, including the rights, responsibilities and expectations of all parties.

6. The financial entity along with its service providers should establish and maintain contingency plans, including a plan for disaster recovery and the periodic testing of backup facilities.
7. The financial entity should take appropriate steps to ensure that service providers protect all confidential information belonging either to the regulated entity or to its clients from intentional or inadvertent disclosure to unauthorised persons.

In short, the financial sector requires the establishment of well-defined structures, with highly detailed procedures and policies, to handle risk management in ITO agreements, (Adeleye, Annansingh & Nunes, 2004).

**The ITO Decision Framework in Financial Services**

The ITO decision is not a simple one; a wide variety of aspects need to be taken into account before outsourcing any type of service (Hacklin & Wallnöfer, 2012). That is why a decision framework based on the items collected in Figure 1 appears as an ideal option resulting from a thorough review of the ITO literature and more than ten years of research in this field, which included interviews with several managers from over six hundred private enterprises and more than four hundred public organisations in our country (Spain)\(^5\).

**INSERT FIGURE 1**

\(a)\) *ITO Configuration*

The ITO configuration consists in an in-depth description focused not only on the most often outsourced activities but also on other attributes which capture the essence of different outsourcing contracts. The term *ITO Configuration* stems from Cullen, Seddon & Willcokcs (2005), according to whom an outsourcing relationship is defined by the
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\(^5\) This framework was validated through four broad surveys carried out by the authors in Spain. The results of the surveys are widely known (see, for example, Claver, Gonzalez, Gasco & Llopis, 2002, Gonzalez, Gasco & Llopis, 2005, 2007, 2010a, 2010b, 2010c, 2011) and their technical specifications can be found in the Appendix. The authors have equally developed extensive literature research supporting this framework (e.g. Gonzalez, Gasco & Llopis, 2006a, 2006b; Gonzalez, Llopis, Gasco, 2011).
following attributes: 1) outsourcing scope; 2) number of providers; 3) financial scale; 4) price structure; 5) contract length; 6) resource ownership; and 7) client-provider commercial relationship.

1) **Outsourcing scope** describes what services are outsourced (e.g. development, programming or maintenance), who receives those services (a department, division or corporate level) and whether ITO is going to be implemented onshore or offshore – ITO offshore will be discussed later. According to Young (2007), those activities which the firm does not consider basic (core) ones are more prone to be outsourced; however, outsourcing the most complex and professional areas is no easy task either, due to the power owned by workers and to the difficulty involved in measuring and controlling the specifications related to them. In turn, Helgason & Klareskov (2005) claim that the outsourcing of uncomplicated, low-category activities can only bring limited benefits, whereas complex services have a greater potential to generate cost savings if they are outsourced. The dilemma lies in the fact that the more complexity of tasks and the more potential savings, the more risk of failure in outsourcing.

2) **Number of providers.** Following the advice given by the literature, firms should look for several providers in ITO arrangements. The multiple-provider option allows the client firm to negotiate outsourcing contracts with a variety of providers differentiated by competence, experience and market positioning (Cross, 1995), which makes the different providers’ skills complementary. However, this option has its risks too, such as the difficulty not only to manage and coordinate the work of several providers (Currie & Willcocks, 1998) but also to specify the responsibilities to be assumed by each one of them (Loh & Venkatraman, 1992), especially when the outsourced processes are interdependent.

3) **Financial scale** refers to the financial dimension of outsourcing or to the outsourcing level, that is, to whether it is total or selective outsourcing. It is highly advisable not to
outsource every IT activity, selective outsourcing representing a better option (Lacity, Willcocks & Feeny, 1996) thanks to which firms can retain the internal knowledge required to handle the outsourcing provider or even to revert the outsourcing process (Vaiman, Scullion & Collings, 2012).

4) Price structure. There can be one price fixed by contract, one that depends on the contract (on its length, for instance) and another one based on the cost that these services mean to the provider. This price-fixing method offers optimum results when the outsourcing client’s level of demand can be predicted (Cullen, Seddon & Willcocks, 2005). Contracts are much less frequently based on the service units received (for example, the number of payrolls processed by the provider). This second method implies that clients pay only for what they consume. A third method exists where contract price depends on the costs that providers must incur in order to supply services to their clients. This option is likely to generate a certain degree of opportunism on the part of the provider (Lacity, Willcocks & Feeny, 1995), who can decide to inflate costs disproportionately. No wonder this is the least commonly used way to finance ITO.

5) Contract length. The signature of short-term contracts seems to represent the best option to minimise risks associated with outsourcing (Currie, 1998, Earl, 1996; Hurst and Hanessian, 1995, Lacity, Willcocks & Feeny, 1995). It gives more flexibility to clients, who can credibly maintain the threat that they will look for another provider if they are not satisfied with the provider’s performance at the end of the contract, something that would prove much more difficult to do in a long-term contract.

6) Resource ownership. It is necessary to specify who owns the hardware and the software and even where the outsourced services are delivered (at the client’s or at the provider’s facilities). The complexity of an outsourcing decision not only affects the functions being outsourced but also the definition of the ownership status for the
resources incorporated into the outsourced IS functions (Dibbern, Goles, Hirscheeim & Jayatilaka; 2004).

7. **Client-provider commercial relationship.** A final characteristic of the ITO configuration refers to the determination of the commercial relationship existing between the client and provider firms. This link can range between total independence of the firms—with only a market-based contractual link—and a rather strong mutual dependence, which partly removes the risk of opportunism and ensures quality conditions in the service received by the client—as in the case where the provider is an affiliate or subsidiary of the client firm. Nevertheless, some authors describe this as a ‘quasi-outsourcing’ rather than a true outsourcing relationship (Barthélemy & Geyer, 2005). Although it is not so common, there are cases where some initiatives are shared despite the absence of ownership relationships (Alvarez-Suescun, 2007), which represents a first step toward the maturity of outsourcing contracts, since joint initiatives can lead to a partnership-type link where the hired services acquire more added value (Gottschalk & Solli-Sather, 2007). Cases in which either the client owns a part of the provider’s social capital or that provider is an affiliate or a subsidiary of the client firm are less common.

**b) ITO Reasons**

For 42% of the firms surveyed in 2007, their outsourcing contracts had definitely improved their financial performance, and according to another 27%, outsourcing had enhanced their competitiveness (Khan, 2007; KPMG, 2007). In fact, several reasons and motivations lead to ITO; they can be summarised as follows: 1). Focusing on Strategic Issues; 2) Increasing Flexibility; 3) Improving IS Quality; 4) Getting Rid of Routine Tasks; 5) Facilitating Access to Technology; 6) Reducing the Risk of Obsolescence; 7)
Saving Staff Costs, 8) Having Alternatives to the IS Staff; 9) Saving Technology Costs; and 10) Following Fashion.

1. Focusing on Strategic Issues. Market forces are somehow driving firms to outsource everything but the core business (Gupta & Gupta, 1992) and outsourcing makes it easier for banks and financial services to focus on their basic competences (Bhasin, 2012; Gewald, 2010; Grover, Cheon & Teng, 1996; Hayes, Hunton & Reck, 2000; Lacity, Hirschheim & Willcocks, 1994; Smith, Mitra & Nasimhan, 1998; Willcocks, Feeny & Olson, 2006).

2. Increasing Flexibility. Financial firms can increase their flexibility through a continuous redesign of their contracts that will allow them to meet their information needs at any given time (Clark, Zmud & McCray, 1995; Ume-Amen, 2010). The contract signed between Bankinter and IBM in September 2010 is an example: IBM will be in charge of Bankinter’s technological platform until 2020, including the mainframe and 800 servers. In this way, the bank fulfils its aspirations to have a dynamic technological infrastructure with wide flexibility and capacity (IBM, 2011). Outsourcing additionally provides a large degree of flexibility in the utilisation of IT resources and makes it easier to face business level volatility, as the provider is left to deal with fluctuations in IT workloads (Jurison, 1995). To this must be added that ITO can be used as a strategy for firms to achieve flexibility during a restructuring or reorganisation process.

3. Outsourcing can Improve the Quality delivered by IS services. The provider not only gains access to more advanced technologies but also has more motivated staff and better management systems in order to be able to achieve a better service coordination or
control, or, simply, these employees are more strongly committed than the internal staff to make the alliance with the client work properly (Clark, Zmud & McCray, 1995).  

4. Outsourcing very often helps Get Rid of Routine Tasks— which are highly time-consuming— in IT management (Grover, Cheong & Teng, 1996; Hayes, Hunton & Reck, 2000; Lacity & Hirschheim, 1993a). As mentioned above, financial services include many repetitive routine activities which can therefore be easily standardised.  

5. Facilitating Access to Technology. Outsourcing brings client firms advantages related to technology (Jurison, 1995), since financial organisations can access specialised, state-of-the-art technology supposedly supplied to them by the provider. On the other hand, an efficient use of ITO will most probably reduce the need to make investments in mature technology, simultaneously increasing the availability of resources linked to new technologies for the client (Clark, Zmud & McCray, 1995). ITO is likely to emerge as a way to experiment with new technologies (Baldwing, Irani & Love, 2001). By way of example, La Caixa (Europe’s largest savings bank) has recently signed a ten-year, €2 billion (£1.65 billion) IT outsourcing deal with IBM, expecting not only to save €400 million over the ten-year agreement validity period but also to acquire new technology that can support business development both in Spain and in its global markets (Savvas, 2012).  

6. Reducing the Risk of Obsolescence. The fast pace of change in the IT field places firms in front of a difficult dilemma: either making highly frequent investments in new technologies or working with very mature technology. ITO can equally help minimise this problem, since the technology accessed by the client is owned by the provider,  

---

6 For instance, the Managing Director of CaixaBank says that they have formed a strategic alliance with IBM in order to boost projects around mobility, social networking and cloud computing. Their investment in technology aims at differentiating their services and strengthening their core competences on the basis of one guiding principle: to offer their customers a better service (LaBarre, 2012).
which means that the latter, and not the former, assumes this risk (Clark, Zmud & McCray, 1995; Grover, Cheon & Teng, 1996).

7. Saving Staff Costs. The provider is an IT firm and, therefore, it finds itself in a better position to select, train and manage its technological staff; clients can thus have at their disposal high-level specialists without them having to be permanent staff members (Alner, 2001; Ang & Straub, 1998). The effort to retain a permanent workforce with a high-level, up-to-date training is made by the provider (Olson, 2007).

8. ITO contributes to Have Alternatives to the IS staff. This reason closely correlates with the aforementioned increase in IS management flexibility. There is no doubt that, thanks to outsourcing, a firm does not need to depend exclusively on its internal IS resources (Claver et al., 2002).

9. Saving Technology Costs. Service providers dedicate all their capacity to IT service provision, as a result of which greater economies of scale and scope can be obtained (Smith, Mitra & Narashimhan, 1998). A part of those economies are presumably transferred to the client through lower prices in the achievement of the same services through ITO (Hayes, Hunton & Reck, 2000).

10. Following fashion. This last argument is by no means a trivial one (Lacity & Hirschheim, 1993b, Udo, 2000); firms decide to adopt outsourcing in order to copy the success of other organisations that have already outsourced (Lacity, Hirschheim & Willcocks, 1994). In this sense, we can talk about an ITO fashion in financial services.

c) ITO Risks

The other side of the coin corresponds to ITO risks. Even though several reasons for the implementation of ITO have been mentioned so far, some companies actually express
frustration with ITO results\textsuperscript{7}. That is why a great deal of attention must be paid to the following ITO risks: 1) Provider Staff Qualification; 2) Lack of Compliance with the Contract by the Provider; 3) Dependence on the provider; 4) Loss of Technical Knowledge; 5) Provider’s inability to adapt to New Technologies; 6) Hidden Costs; 7) Unclear Cost-Benefit Relationship; 8) Security Problems; 9) Irreversibility of the Decision; 10) Staff Problems; and 11) Staff Opposition.

1) \textit{Provider Staff Qualification}. Although ITO theoretically facilitates the access to IT specialists’ technical knowledge and expertise, it very often happens that the outsourcing firm is supported by the same staff as before (Fowler & Jeffs, 1998; Glass, 1996; Tafti, 2005), since that staff has been transferred from the client firm to the provider. In this respect, Lacity & Hirschheim (1993b) warn that many of the firms which decide to outsource feel that they have lost business knowledge and experience because, after signing the contract, providers send their most highly qualified workers to achieve new clients in other firms within the sector.

2) \textit{Lack of Compliance with the Contract by the Provider}. Client needs may not be properly met, or priorities may be erroneously established, because the provider does not quite understand what the business is all about (Martinsons, 1993).

3) Problems are likely to arise in relation to the Dependence generated by this service. Firms find it difficult to quantify and define their needs in terms of information services, which additionally tend to evolve over time. Therefore, extra fees will be applied unless every service has been agreed in the original contract, thus increasing total costs (Fowler & Jeffs, 1998).

4) \textit{Loss of Technical Knowledge}. When a service is outsourced, clients gradually lose their understanding of the service over time. Even if the provider delivers innovative services to

\textsuperscript{7} http://www.rttsweb.com/outsourcing/statistics/
the client, a large proportion of the new knowledge required remains in the provider’s hands and cannot be transferred to the client (Tuan, 2012) and, more importantly, the firm may lose its capacity to stay up to date with the latest technological advances (Clark, Zmud & McCray, 1995).

5) Another risk is the Provider’s inability to adapt to New Technologies. If providers do not identify clear benefits in the incorporation of new technologies, they might show reluctance to adopt them and decide to focus their attention on exploiting to the full the IT that they are already offering. What is more, unless the contract includes a clause specifically devoted to technological evolution, the latter will most probably not be completed (Glass, 1996).

6) Hidden Costs, among which stand out the following (Willcocks, Lacity & Fitzgerald, 1995; Barthélemy, 2001; Whitten & Wakefield, 2006): a) Search for vendors and hiring; b) Transition costs; and c) Costs linked to provider control and coordination.

7) Unclear Cost-Benefit Relationship. Taking account of all relevant ITO factors and trying to translate them into monetary terms is no easy task –for instance, how to value the potentially better service delivered by the provider or how to measure the consequences derived from a poor quality service on the part of the provider (Gupta & Gupta, 1992).

8) Possible Security problems deserve to be mentioned as well. These problems become especially relevant in financial services. Security in ITO will depend on the provider firm and, therefore, a negotiation must take place within the framework of the outsourcing contract for the purpose of establishing policies and procedures meant to ensure that IS security aims (effectiveness, efficiency, adequacy, integrity, validity, authorisation and privacy) continue to be achieved (Fink, 1994).
9) Taking all this into consideration, it is hardly surprising to check that many firms fear the *Irreversibility of the Decision* to outsource their IS, especially if users have got rid of the technical and human infrastructure needed to reconstruct their IS ‘in house’ (Barthélemy, 2001; Fowler & Jeffs, 1998).

10) Outsourcing generates various *Staff Problems*, since workers face an uncertain situation which provokes anxiety, low morale and a feeling of insecurity which can lead to a decrease in their productivity levels during the period that precedes the signature of the contract, and even after the contract has been signed (Palvia, 1995). When only a part of the staff is transferred, lack of motivation can be easily detected among the employees who stay in the client firm. These professionals may even feel offended because it might seem to them that they are not considered good enough to form part of a specialised firm like a computer service provider (Willcocks & Fitzgerald, 1996). Among staff-related problems stands out what Gewald, Wüllenweber & Weitzel (2006) call ‘psychosocial risk’ –a psychological risk derived from the negative perception that managers may have of themselves because outsourcing has caused undesired effects or by a loss of status suffered by these managers for the same reason.

11) Many firms consequently fear a *Possible Opposition of their Staff* to the outsourcing decision, which poses a threat to their jobs (Grover, Cheon & Teng, 1994; Claver et al., 2002). This risk actually becomes even greater in global or offshore outsourcing.

d) *ITO Offshore*

A final important issue within the decision framework refers to whether our ITO providers will be onshore or offshore, that is, whether the services that we have outsourced should be confided to providers located in our country or abroad. Following some analysts, like the Hackett Group, 270,000 more IT jobs will be offshore between
2012 and 2016 from the USA and Western Europe to developing nations (McDougall, 2012). Factors triggering the emergence and growth of ITO Offshore in recent years have been very varied and are related to one another too. Globalisation, both of the economy and of markets, is one of these factors, since Offshore can be seen as another consequence of the globalisation and relocation process (Kliem, 2004). The shortage of qualified staff with IS/IT skills both in the United States and in Europe during the late 1990s also has to do with the appearance of ITO Offshore (Erber & Sayed-Ahmed, 2005; Tafti, 2005), as the solution to this staff problem tends to be sought in India—or in Southeast Asian and Eastern European countries. The need to shorten the development cycle of IS projects represents another factor worth considering (Sobol & Apte, 1995; Yu & Kho, 2012) because IT products and services are reducing their lifecycle more and more, which in turn means that flexibility and speed are required (Ekenrode & Kopp, 2003). However, the main strengths identified in Offshore come from the side of technological and economic dimensions. Technologically speaking, the developments in network technology, digitisation and storage of information are undoubtedly transforming IT-related operations—above all in those tasks which can more easily become part of a routine—into an undifferentiated service that can be delivered from anywhere and at any time. Cost reduction is another determining factor in economic terms, actually one of the most relevant factors. For instance, a programmer who can earn 100,000 $ in California would only earn 30,000 $ more or less in India (Menon, 2005).

ITO Offshore entails problems which resemble those associated with outsourcing on a national level and is attractive for similar reasons. Nevertheless, it poses a set of challenges which are specific and differ from those found nationally, as firms dealing with these services have to face problems related to language barriers between client
and provider firms, along with cultural and work-related differences and different time zones (Mukherjee, Lahiri, Mukherjee & Billing, 2012). Firms embarking on offshore must make efforts to cope with problems linked to the data security supplied by the provider, privacy problems, or lack of knowledge about the diverse laws and regulations applicable in foreign countries (Carmel, 2006; Oshri, Kotlarsky & Willcocks, 2007; Ranganathan & Balaji, 2007; Rottman & Lacity, 2004). On the other hand, the Hackett Group predicts that ITO offshore will have lost importance by the year 2016 due to the disappearance of many offshore works, as automation increases, allowing corporations to improve their capacity to do more things with fewer workers (McDougall, 2012).

Conclusions

Despite the large volume of research already dedicated to ITO, in our opinion, it is necessary to continue insisting on its study, particularly in situations like the ones we are experiencing at present, characterised by an increased competitiveness, the need to reduce and/or control costs, and a higher exigency level on the part of clients. And it is essentially necessary to do research into the most suitable way to carry out this type of outsourcing in the financial sector, for the idiosyncrasy of its functions and considering its strong dependence on IT. Furthermore, although it is possible to find some ITO studies focused on the financial sector, they are still scarce and, therefore, a more in-depth research into this area would be advisable bearing in mind the relevance that both IT and outsourcing have acquired in this sector.

The decision framework suggested here can help assess different issues which need to be faced prior to outsourcing and, despite being placed within the framework of financial entities, it could be extrapolated to firms belonging to any sector. This framework does not seek to become a quantitative index meant to give a numeric assessment about the situation of a firm in front of an ITO decision; it should rather be
seen as a guide to understand this decision from which firms can extract numerous recommendations.

ITO cannot be regarded as a mature field because the gradual appearance of new technologies leads to changes in the outsourcing forms themselves, which in turn entails the need to evaluate the extent to which Information Technologies influence outsourcing decisions. Hopefully our paper will attract more researchers to this study area which, in our view, still has a long way to go in future.
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APPENDIX: Technical specifications in the surveys which form the basis of our framework

<table>
<thead>
<tr>
<th>Year 1999</th>
<th>Year 2001</th>
<th>Year 2006</th>
<th>Year 2009</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Scope</strong></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Population</strong></td>
<td>Spain</td>
<td>Spain</td>
<td>Spain</td>
</tr>
<tr>
<td></td>
<td>The 47 Spanish Public Universities</td>
<td>The 4,416 largest Spanish businesses (by sales)</td>
<td>The 4,107 largest Spanish businesses (by sales)</td>
</tr>
<tr>
<td><strong>Sample size</strong></td>
<td>35 valid answers</td>
<td>357 valid answers</td>
<td>329 valid answers</td>
</tr>
<tr>
<td></td>
<td>(74.5%)</td>
<td>(8.08%)</td>
<td>(8.01%)</td>
</tr>
<tr>
<td><strong>Sampling error</strong></td>
<td>1.2%</td>
<td>5%</td>
<td>5%</td>
</tr>
<tr>
<td><strong>Survey date</strong></td>
<td>December 1999-</td>
<td>June-October, 2001</td>
<td>September-</td>
</tr>
<tr>
<td></td>
<td>January 2000</td>
<td></td>
<td>December, 2006</td>
</tr>
</tbody>
</table>